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Information Security Policy 

 

1. Purpose 

Mitsubishi Chemical Corporation (hereinafter referred to as "MCC") and MCC's group 

companies (hereinafter collectively referred to as the “Group”) shall recognize the importance 

and responsibility of protecting information assets, and strive to prevent reputational damage 

and business interruption due to information leakage, falsification, etc. 

 

2. Handling of information assets 

The Group shall follow the principle to grant only the minimum necessary authority to those 

who need information assets for their work to ensure the confidentiality of information assets, 

maintain the accuracy and consistency of information assets to ensure their integrity, and 

strive to ensure availability by taking measures to ensure that necessary information is 

available in a timely manner. 

 

3. Compliance with laws, regulations, and contractual requirements 

The Group shall comply with relevant laws, regulations, contracts, and internal rules when 

acquiring, using, and disclosing information assets. 

 

4. Awareness and education 

The Group shall conduct regular awareness-raising and education for all members of the 

Group to ensure rigorous information management. 

 

5. Regular evaluation and continuous improvement 

The Group shall conduct regular evaluations of information security risks and perform 

continuous improvement on countermeasures. 

 

6. Incident response 

The Group shall respond appropriately to information security incidents through an incident 

response system centered on CSIRT, and takes measures to minimize damage, prevent 

impact on stakeholders, reduce reputational damage, prevent recurrence, etc. 

 


